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Be aware of the approaches fraudsters can take 

Two different potential fraud scams to be aware of are: 

Pensioner members of schemes receiving phone calls from a firm they have no connection with where the caller 

is being quite forceful, requesting bank details with the guise of ensuring that the members continued to be paid 

their pension.  

Things to look out for: 

• unsolicited calls 

• requests to share personal or financial details when receiving an unsolicited call 

• promises of high returns, a free pensions review, being able to access your pension early. 

Action to take: 

• Don’t feel pressured into making a decision or taking any action 

• Take a note of the telephone number of the caller if you can 

• End the call immediately 

• Google the telephone number you noted – do you know this firm? 

Suspicious emails received (again, unsolicited) from an unknown firm looking for bank account details for 

pension scheme members. 

Things to look out for: 

• check that the sender email address looks correct 

• spelling mistakes in the email 

• if there is a hyperlink within the email, be suspicious 

• generic salutations (e.g. Dear colleague instead of Dear Gillian) or the lack of a salutation 

• threats within the email e.g. “If you do not respond, your pension benefits will be frozen” 

• requests to take immediate action/urgency. 

Action to take: 

• Don’t feel pressured into making a decision or taking any action 

• Do not respond to the email 

• Delete the email immediately or move to your spam folder. 

Be wary of any cold callers or unsolicited emails asking you to provide personal details or financial details – your 

pension scheme or scheme administrator would never do this. 

If you are concerned, please contact your pension scheme or scheme administrator using your usual contact 

details and advise them of this possible scam. 
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Computer Technical Support Scams 

Background 

Fraudsters often use the names of well-known companies to commit their crime, as it makes their communication 

with you seem more legitimate. Common scams that use brand names include: 

• receiving a phone call from ‘Microsoft Tech Support’ to fix your computer. 

• receiving unsolicited emails from software providers regarding security updates. 

• being asked for your credit card information to ‘validate your copy of Windows’. 

• being told you have won the ‘Microsoft Lottery’. 

What actually happens? 

Fraudsters cold-call victims pretending to be from well-known broadband providers (or other well-known firms 

such as BT or Apple), claiming that the victim has a problem with their computer, broadband router or internet. 

The fraudster directs the victim to a website to download a tool that allows the caller remote access to the victim’s 

computer.  

The fraudster then appears to make a number of ‘fixes’ to the victim’s computer when in fact, they are accessing 

the victim’s personal information, often by installing malware or a virus on the computer. Alternatively, victims are 

persuaded to log into their online banking to receive a refund from the broadband provider or firm as a form of 

compensation. This allows the fraudster access to the victim’s bank account, and the ability to move funds out of 

the victims account into the fraudsters account. 

Recent reports also advise that fraudsters have been using emails or internet browser pop-up windows to initiate 

contact with victims. 

Advice to avoid Computer Technical Support Scams 

Firms that are being impersonated warn that they do not send unsolicited emails or make unsolicited phone calls 

to request personal or financial information, to validate software, to send security updates or to fix your computer. 

Fraudsters make these calls to try to steal from you and damage your computer with malware or viruses. 

• If you receive such communication, delete the email, close down any pop-ups or hang up the phone. 

• Never install any software, or grant remote access to your computer, as a result of a cold call. 

• If you have granted remote access to your computer, seek professional technical support to remove any 
unwanted software or malware/viruses.  

• Treat all unsolicited phone calls with suspicion and don’t give out any personal or financial information. 

• Hang up on any callers that claim they can get your money back for you. 

• If in doubt about a request for information or a request to click links in an unsolicited email, don’t open the 
email, just delete it. 

• If you think the contact could actually be from the firm, contact them directly using the phone numbers 
obtained from their contract, their website or other trusted sources. 

• If you have made a payment, contact your bank immediately to prevent any further losses. 

If you think you’ve been a victim of fraud, report it to Action Fraud online at actionfraud.police.uk or by calling 

0300 123 2040. 
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